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The digital sphere, once a frontier of free-flowing information and unfettered communi-

cation, has become an arena of state control, political maneuvering, and economic strate-

gizing. This increasingly central aspect of modern governance forms the focus of the three

research investigations presented in this compilation. Together, they reveal the intricacies

of the power dynamics between states, economies, and the citizens in the digital world,

shedding light on the mechanisms, impacts, and repercussions of Internet control and

digital repression.

The first investigation, ”Democracy and Internet Control: Theory and Evidence

from Transparency Reports,” diverges from traditional perspectives by scrutinizing the

role of democratic states in internet censorship. Leveraging data from Google and Twit-

ter’s transparency reports, it contrasts the approaches of democratic and authoritarian

regimes in content moderation. This study introduces a refined classification of internet

control strategies, revealing that democracies often engage in content removal to a similar

extent as authoritarian regimes. However, their methods are more subtle, frequently al-
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lowing user-driven content regulation, reflecting a nuanced approach influenced by con-

cerns for political reputation. This research challenges the notion that internet control

is an exclusive attribute of autocracy, demonstrating it as a multifaceted tool employed

diversely by states regardless of their governing system.

The second investigation, ”The Politics of Internet Blackouts: Investigating Digi-

tal Repression during the 2021 Farmer Protests in India,” is a deep dive into a specific

instance of such internet control. It scrutinizes how India, a democratic nation with an

emerging digital economy, used internet blackouts as a means to manage dissent during

the large-scale Farmer Protests in 2021.

A potential third investigation, capitalizing on the insights garnered from the two

preceding studies, casts a discerning eye on the international dynamics stirred by drastic

shifts in internet governance and global tech giants’ maneuvers. Tentatively titled ”The

Digital Vacuum and Its Effects: A Synthetic Control Study on the Impact of Google’s

Departure from China” this research traces the cascading impacts felt across various

countries when a dominant player like Google recalibrates its presence in response to

regional internet policies. The study delves into the ramifications of such a monumental

move within the ecosystem of digital technologies, examining state reactions, regional

tech adaptations, and evolutions in digital governance paradigms. As Google stands as a

paragon of the open internet, its decision to exit China sends ripples through the interna-

tional community, prompting them to evaluate, reassert, or amend their own stances on

internet freedom and digital sovereignty.

By juxtaposing these state-level policy recalibrations with the growth trajectories of

regional tech enterprises, shifts in public sentiment towards global tech giants, and evo-

lutions in the digital user behaviors, this research paints a comprehensive picture of a

world in flux. It captures the nuanced dance between nations, industries, and individ-

uals as they recalibrate their strategies, aspirations, and behaviors in the wake of such a
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paradigm-shifting event in the digital sphere.

In essence, while the initial papers delved into the overarching architecture of in-

ternet control and a granular exploration of the mechanics of digital governance during

a pivotal geopolitical juncture, this third exploration bridges the global tech strategies

with individual and national digital aspirations. It delineates the interplay of forces - eco-

nomic, political, and social - that come to the fore when the digital strategies of global

giants collide with the imperatives of national digital sovereignty. Together, these three

studies uncover the multifaceted interplay between geopolitics, market dynamics, and

digital landscapes. This set of papers not only advances academic dialogues surround-

ing internet governance and digital autonomy but also shapes policy discourses, guides

advocacy directions, and deepens the public’s comprehension of these pressing contem-

porary challenges.

Democracy and Internet Control: Theory and Evidence from Transparency

Reports (Coauthored with Dr. Pengfei Zhang) - Chapter 1

Research Question & Hypotheses

The common perception is that internet control is predominantly an attribute of author-

itarian regimes. However, this paper, drawing on data from Google and Twitter trans-

parency reports, challenges this notion by demonstrating that democratic countries en-

gage in an equal amount of content removal as their authoritarian counterparts. The key

distinction lies not in the quantity but in the method of content removal. Democracies

tend to delegate the removal right to users instead of direct government takedowns, sug-

gesting a nuanced form of control guided by politicians’ reputation concerns.

3



Introduction

This research develops a political agency model to explain this phenomenon, exploring

how democratic and authoritarian regimes differ in their approach to internet censor-

ship and control. The model hypothesizes that democratic governments, concerned about

their reputation, are less likely to engage in direct content takedown requests, especially

as elections approach. This hypothesis is tested using election timing as a natural exper-

iment, examining changes in takedown requests by democratic governments in relation

to election cycles.

The study utilizes data from Google and Twitter transparency reports, examining

the trends and patterns of content removal requests across different regimes. By analyzing

these reports, the paper seeks to quantify the extent and nature of internet control in

democracies versus authoritarian systems. The timing of elections is used as a variable

to understand the fluctuations in the behavior of democratic governments concerning

internet censorship.

This investigation aims to contribute to the discourse on internet governance by

providing empirical evidence that challenges the traditional dichotomy of internet control

being solely associated with authoritarian regimes. It offers a fresh perspective on how

democratic governments navigate the delicate balance between maintaining a positive

reputation and controlling the digital narrative.

Literature Review

The digital realm’s intersection with political discourse, particularly regarding electoral

cycles and internet censorship, is an emerging area of study in contemporary politics.

While broad themes such as online misinformation and digital propaganda have been ex-
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tensively explored, the specific impact of electoral cycles on internet censorship practices,

especially in democratic settings, remains under-explored. This gap signifies the need for

focused research into how elections influence governmental internet control strategies.

Building upon Foucault’s concept of ’governmentality’, this paper examines how mod-

ern states exercise control through surveillance and data management. This subtle form

of censorship, deeply embedded in the internet’s architecture within countries, ranges

from data localization requirements to sophisticated surveillance technologies like deep

packet inspection. These practices, often justified as maintaining social order or national

security, reflect the theory of biopower, where control extends beyond restriction to shap-

ing societal discourse.

Our study contributes to the literature on electoral accountability, particularly in the

context of internet censorship. It leverages insights from King et al. [2013], Maskin and

Tirole [2004], Hess and Orphanides [1995], among others, to explore how electoral pres-

sures shape government policies on internet control. This research extends the under-

standing of electoral accountability in internet governance, demonstrating that electoral

cycles significantly influence censorship strategies in democratic nations.

The paper engages with literature examining censorship practices across various

political regimes, including autocratic and democratic states. It builds upon studies by

Zittrain and Edelman [2003], Gaubatz [1991], Akdeniz and Altiparmak [2008], Goldsmith

[2007], providing a model explaining governments’ management of the balance between

control and public opinion, particularly during election cycles. This comparative ap-

proach reveals the dynamic nature of internet censorship strategies, influenced by po-

litical, economic, and social factors.

The paper intertwines themes of electoral accountability and media capture, enrich-

ing the literature on censorship practices globally. It discusses the role of media pluralism

and commercial interests in preventing government control, as highlighted by Prat and
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Strömberg [2013], and examines state censorship strategies, especially in authoritarian

regimes, as explored by Shadmehr and Bernhardt [2015], Egorov et al. [2009]. This analy-

sis adds an economic dimension to the discussion, showing how resource constraints can

influence a regime’s approach to media freedom and censorship.

Data & Stylized Facts

Variable/Year 2012 2014 2016 2018 2020

Average FOTN 53.425532 54.47692 53.36923 52.75385 51.69231
Average ONI 6.333333 - - - -
Google Items 352.175000 361.75781 1179.96479 2834.71053 1147.73140
Google Requests 34.166667 53.47656 158.55634 282.60526 97.08678
Twitter Accounts 9.875000 94.26190 404.73494 640.62791 1993.48624
Twitter Requests 3.000000 29.23810 133.97590 266.64773 727.42342

Number of Countries 74 74 74 74 74

Table 1: Summary Statistics

Stylized Facts

Fact I: Democracies Rank Higher on Internet Freedom

The first fact highlights the contrast in internet freedom between democracies and

autocracies. Figure 1 presents the Freedom on the Net (FOTN) Total Score from 2011

to 2022. It clearly shows that democracies consistently rank higher, indicating greater

internet freedom. This trend reveals that while democracies maintain stable FOTN scores,

reflective of their commitment to free speech and an open internet, autocracies show a

notable decline, particularly post-2011, indicative of increasing internet restrictions and

erosion of online freedoms.
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Figure 1: FOTN Total Score

Fact II: Democracies Remove Substantial Online Content

In the second fact, we observe that democracies, despite their higher rankings in

internet freedom, engage in substantial online content removal. This phenomenon is cap-

tured in Figure 2(a), which shows the proportion of removal requests made to platforms

like Google and Twitter, and Figure 2(b), which details the proportion of items for which

removal was requested. These figures suggest a complex approach to internet governance

in democracies, where there is a balance between upholding free speech and implement-

ing regulatory measures.

((a)) Proportion of Requests ((b)) Proportion of Items Requested

Figure 2: Request Proportions by Democracies

Fact III: Autocracies Censor, but Democracies Delegate
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The third fact explores the differing methods of internet control used by autocra-

cies and democracies. Autocracies, as shown in Figure 3(a), tend to engage in direct

censorship, evidenced by the volume of government requests for content removal. In

contrast, democracies, depicted in Figure 3(b), often opt to delegate this responsibility, re-

lying more on court orders and legal processes. This distinction underscores the diverse

strategies governments use in managing online content, and how regime type influences

the approach to internet governance.

((a)) Autocracies ((b)) Democracies

Figure 3: Government Requests vs Court Orders in Different Regimes

Additionally, Figure 4 focuses on the violations of user rights as per the FOTN in-

dex. This data indicates that while autocracies may be more overt in their censorship

efforts, democracies also engage in practices that can infringe upon internet users’ rights,

revealing the multifaceted nature of internet control across various political regimes.

Model Summary

Actors and Actions

We consider a political agency model with two politicians (Incumbent and Challenger)

and one Citizen. The key decision in the model revolves around internet content filtering,

represented as x P t0, 1u, and the decision rights, denoted as i P tP, Cu, for Politician or
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Figure 4: FOTN Violations of User Rights

Citizen, respectively.

Payoff Structure

The Citizen’s payoff depends on the state of the internet ω, with the content being either

Harmful (ω = 1) or Harmless (ω = 0):

uC =

$

’

’

&

’

’

%

v ´ hω if content remains

0 if removed

where v is the intrinsic value of the content, and h is the harm from harmful content.

Politicians, who can be Unbiased (δ = 0) or Biased (δ = 1), have the following

payoff:
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uP =

$

’

’

&

’

’

%

r + uC + δx if in office

0 if not in office

where r is the non-policy return.

Model Dynamics

The model unfolds over several stages, starting with nature’s move (t = 0), followed by

the Politician’s policy choice (t = 1), content removal decision (t = 2), elections (t = 3),

and finally the realization of payoffs (t = 4).

t = 0: Nature determines ω.

t = 1: Politician observes their type δ and makes a policy choice.

t = 2: Decision on content removal is made.

t = 3: Citizens vote, elections occur.

t = 4: Payoffs are realized.

Strategic Implications

In a dictatorship, the Politician’s re-election is not contingent on the Citizen’s vote, whereas

in a democracy, the Politician’s actions are influenced by the Citizen’s beliefs and vot-

ing behavior. This distinction underpins the diverse strategies in content removal across

regime types.
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Propositions and Hypotheses

Our model yields several propositions concerning the behavior of politicians with respect

to content filtering, particularly in relation to the proximity of elections and the type of

regime. The model hypothesizes that the reputation effect incentivizes democracies to

delegate content removal to users, particularly as elections approach, unlike in autocra-

cies where such constraints are absent.

Empirical Study: Impact of Electoral Cycles on Government Internet

Content Requests

This section discusses the empirical relationship between the timing of government re-

quests for content removal from internet platforms and electoral cycles, with a focus on

the share of term left for political leaders.

Visual Analysis

((a)) Government Requests vs. Share of
Term Left

((b)) Government Requests vs. Time Until
Next Election

Figure 5: Patterns of Government Requests in Relation to Electoral Timelines

Figure 5(a) shows a pattern of increasing government requests as the share of term

left decreases in democracies, suggesting a strategic use of information control ahead of
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elections. Figure 5(b) complements this by illustrating the change in request frequency as

elections approach.

Regression Analysis

The two-way fixed effects regression model employed allows us to control for unobserved

time-invariant country characteristics and common temporal shocks. The model is speci-

fied as follows:

Reqit = β0 + β1ShareOfTermLeftit + β2Democracyit + β3Xit + µi + τt + εit (1)

where Reqit represents the count of government requests, ShareOfTermLeftit denotes the

share of term left, Democracyit is a dummy variable for democratic regimes, and Xit in-

cludes control variables. µi and τt represent country and year fixed effects, respectively.

Empirical Study on Government Internet Content Requests

Our analysis investigates the impact of electoral cycles on government requests for in-

ternet content removal, focusing on the remaining share of a political leader’s term. We

find a significant relationship between the share of term left and the number of govern-

ment requests: as the end of the term approaches, democratic governments tend to reduce

content removal requests, likely due to the heightened electoral accountability.

Regression Results

The regression model (5) in Table 2 demonstrates that a diminishing share of term left

in democratic countries correlates with a significant decrease in government requests for
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Share of Term Left Democracy Interaction Term

Model (5) -1,459.937*** -795.679* 1,482.328***

Controls GDP, Internet Users, Urban Population %
Fixed Effects State and Year
Observations 774

Note: Standard errors are in parentheses. * p ă 0.1; ** p ă 0.05; *** p ă 0.01.

Table 2: Regression Results for Government Requests by Share of Term Left and Time
Until Next Election

content removal. This finding suggests a strategic reduction in censorship activities as

elections near, likely reflecting reputation-building efforts.

Discussion

The empirical exploration of internet content removal requests in relation to electoral

cycles and political regimes presents a compelling narrative of how governance strategies

adapt within democratic frameworks. Our analysis provides a nuanced understanding of

the interplay between political accountability, regime type, and online censorship tactics.

In democratic settings, the reduction in government requests for content removal as

elections approach is a testament to the influence of electoral accountability. This trend

supports the hypothesis that democratic governments, wary of the potential backlash

from voters, engage in more restrained and strategic approaches to internet control. This

observation is congruent with our political agency model, which emphasizes the role of

public scrutiny and reputation concerns in shaping the actions of elected officials. The

model’s parameters, including the likelihood of encountering unbiased politicians (π)

and the nature of internet content (ω), offer a theoretical backdrop against which these

empirical findings are contextualized.

Furthermore, the study sheds light on the contrast between direct government ac-
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tions and judicial processes in internet governance. While government requests for con-

tent removal are closely tied to political cycles and regime types, judicial decisions on con-

tent removal, as seen in court orders, demonstrate a relative independence from these fac-

tors. This distinction underscores the multifaceted nature of internet governance, where

different arms of the state may operate under varying influences and objectives.

Our findings underscore the importance of considering the timing of elections and

the nature of political regimes in understanding the dynamics of internet control. The

analysis illuminates the complexity inherent in the governance of digital spaces, revealing

how democratic processes and institutions can significantly influence state strategies in

managing online content. This study contributes to the broader discourse on internet

freedom and censorship, highlighting the critical role of democratic norms and electoral

processes in moderating state control over digital media.

In conclusion, the research not only provides empirical evidence of the interrelation

between political cycles, regime types, and internet control strategies but also enriches our

theoretical understanding of these dynamics. It emphasizes the significance of democratic

accountability in moderating government behavior in the digital realm and offers insights

into the complexities of navigating the balance between censorship, public opinion, and

political expediency in an increasingly interconnected world.

The Politics of Internet Blackouts: Investigating Digital Repression dur-

ing the 2021 Farmer Protests in India - Chapter 2

Research Question & Hypotheses

The research aims to conduct a comprehensive investigation into the dynamics, ratio-

nale, effects, and international implications of India’s internet blocking during the farmer
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protests in February 2021. Leveraging a multi-method approach, the study intends to

uncover how these digital interventions affected not just the protests but also democratic

principles, citizen engagement, media functioning, international perception, and future

legal and policy frameworks.

Introduction

The farmer protests that emerged in India, starting from late 2020 and escalating in Febru-

ary 2021, generated intense national and international attention. Central to this issue was

the government’s decision to block internet access in key protest regions. This move,

hailed by some as necessary for maintaining law and order and criticized by others as an

infringement on democratic rights, presents an intricate web of political, social, legal, and

technological considerations.

The study’s primary focus is on the events of February 2021, when the protests

reached a peak, and the government’s response was the most pronounced. By delving

into this rich and complex issue, the research aims to uncover the layers of meaning,

interest, and consequence that surround the phenomenon of internet blocking in demo-

cratic governance.

The Indian government announced the introduction of three agricultural reform

bills in June 2020. The proponents of the bills argued that they would eliminate mid-

dlemen and allow farmers to sell their produce anywhere in the country. However, many

farmers and agricultural unions interpreted these bills as a threat to their livelihood, fear-

ing that the removal of government support would leave them vulnerable to exploitation

by large corporations. Protests began in the Indian state of Punjab soon after the bills

were passed in September 2020. By November, tens of thousands of farmers marched

towards the capital, Delhi, to express their discontent. Several opposition parties and so-

15



cial activists extended their support to the farmers, turning a regional movement into a

national concern.

In January 2021, the Supreme Court of India intervened, putting a temporary hold

on the implementation of the agricultural laws and setting up an expert committee to ne-

gotiate between the parties. However, many farmer groups expressed skepticism about

the committee’s impartiality. Through February, multiple rounds of dialogue between

the government and farmer unions continued without any significant breakthrough. The

protests remained peaceful but determined, while internet restrictions continued inter-

mittently. Through February, multiple rounds of dialogue between the government and

farmer unions continued without any significant breakthrough. The protests remained

peaceful but determined, while internet restrictions continued intermittently.

Literature Review

The existing literature on internet censorship primarily revolves around authoritarian

regimes, with democratic contexts remaining relatively unexplored. Within the Indian

context, studies have focused on legal frameworks and national security considerations

(e.g., Bhandari and Sane [2020]), leaving room for a detailed examination of how inter-

net blocking played out during a specific, highly charged event like the farmer protests.

Theories such as Information Control Theory and Chilling Effect Theory may provide a

conceptual backdrop, but a robust empirical study in the Indian context remains a gap in

the literature.

Scholars have extensively studied internet censorship in various contexts, especially

authoritarian regimes. The existing literature primarily focuses on the reasons behind

censorship, ranging from political control to social stability (Deibert et al. [2008]; King

et al. [2013]). This body of work provides a foundational understanding of how and why
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states engage in internet censorship. Within democratic nations like India, the discus-

sion around internet censorship takes on unique characteristics, interwoven with prin-

ciples of freedom of expression, democratic accountability, and citizen rights (Bambauer

[2009]). However, detailed case studies that explore how these principles play out in spe-

cific events, such as the farmer protests, remain sparse.

Indian legal scholars have explored the constitutional and legal frameworks that

govern internet censorship (Bhandari and Sane [2020]). Their analysis of Indian laws,

court judgments, and governmental directives offers critical insights into the legal mech-

anisms that allow, regulate, or challenge internet censorship. Research on the social and

political ramifications of internet censorship is rich in exploring the dynamics between

state control and civil liberties (MacKinnon [2012b]; Morozov [2012]). Yet, the specific

interplay between political strategy, protest dynamics, and digital intervention during

events like the farmer protests is an area ripe for exploration.

Studies have investigated how media, both traditional and social, navigate internet

censorship. This strand of research is essential for understanding how media outlets op-

erate within the constraints of internet blocking, and how they become actors in the larger

political landscape. A burgeoning field of research is examining how technological inno-

vations enable or hinder state censorship (Zittrain and Edelman [2003]; Tufekci [2017]).

In the context of the farmer protests, how technology facilitated or constrained the flow

of information remains a compelling avenue for investigation.

Scholars have begun to explore how internet censorship impacts international rela-

tions, human rights, and global governance (Brown and Marsden [2013]; Mueller [2010]).

The reactions and implications of India’s internet blocking on a global scale add a sig-

nificant layer to the subject. Comparative analyses of internet censorship across different

nations provide valuable insights into common patterns and unique distinctions. This

approach can be extended to compare the Indian experience during the farmer protests
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with similar incidents in other democratic countries. The intersection of internet cen-

sorship with human rights and ethical considerations has been a focus of academic in-

quiry (MacKinnon [2009]). An examination of the ethical debates surrounding the inter-

net blocking during the farmer protests can add to this discourse.

Research on how the internet influences protest and mobilization provides critical

perspectives on the relationship between digital means and social movements (Tufekci

[2014]; Earl et al. [2010]). The farmer protests present an opportunity to explore this dy-

namic in the context of internet blocking. Some literature explores the economic impli-

cations of internet censorship. The economic dimensions, both in terms of the protests

themselves and the broader effects of internet blocking, can be a significant part of the

investigation.

The integration of data from the Open Observatory of Network Interference (OONI)

with social science research remains an underexplored area. Utilizing this data in an-

alyzing the internet blocking during the farmer protests may provide groundbreaking

insights and set a precedent for future research.

Research Methods

The methodology chosen for this study is grounded in the Difference-in-Differences (DID)

analytical framework, which is specifically tailored to unearth the causal impact of inter-

net blocking during the farmer protests in India. DID is a quasi-experimental design that

provides a robust approach for assessing policy impacts by contrasting the differential

effects of a policy over time, across treatment and control groups.

In the context of the 2021 Farmer Protests, the natural heterogeneity in the govern-

ment’s implementation of internet blocking—some regions experiencing the block while

others did not—provides an opportune setting to employ the DID design. The DID model
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can be formalized as follows:

Yit = α + β ˆ Treatmenti + γ ˆ Postt + δ ˆ (Treatmenti ˆ Postt) + ϵit (2)

Here, Yit is the outcome variable for region i at time t; Treatmenti is a binary vari-

able indicating whether region i is in the treatment group; Postt is a binary variable for

the post-treatment period; and δ is the DID estimator, the coefficient of the interaction

term Treatmenti ˆ Postt. The term ϵit represents the error term. Our core dataset will be

extracted from the Open Observatory of Network Interference (OONI). This dataset pro-

vides granular information about network anomalies, disruptions, and outages. Com-

plementary datasets including protest event timelines, government directives, and media

reports will be integrated for contextual analysis.

Further, regions where the internet was blocked during the protests will be identi-

fied as the treatment group, while regions unaffected by such blocks will serve as the con-

trol group. We will verify the parallel trends assumption and conduct robustness checks

to validate the findings. These checks include examining potential spillover effects and

employing alternative specifications. Additionally, social media data will be analyzed

through sentiment analysis algorithms to understand public sentiment and mobilization

strategies. Econometric models will be used to explore the economic impact of internet

censorship, considering both direct and indirect effects on various sectors.

In conclusion, this methodology—anchored around the DID design—aims to strike

a balance between empirical rigor and contextual depth, seeking to unravel the complex

implications of internet blocking on the socio-political dynamics during the 2021 Farmer

Protests in India.
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Discussion

The complex interplay between technology, politics, and social movements frames the

theoretical perspective for this research. The theory of ”contentious politics,” propounded

by scholars such as Charles Tilly and Sidney Tarrow, could be a lens through which this

case can be analyzed. This theory asserts that political movements evolve from the dy-

namic interactions among various actors, including political leaders, social activists, and

citizens, who are continually striving to secure or transform social and political benefits.

Internet censorship during the Farmer Protests is a manifestation of this dynamic inter-

action within a digital sphere. The Farmer Protests in India can be viewed as a form of

contentious politics, wherein a section of the populace contested the transformation in

agricultural policies, perceived as a threat to their livelihood and economic security. The

political leadership, in response, employed various strategies to assert its stance, includ-

ing communication blockades and internet shutdowns. The physical and digital ’pub-

lic spaces’ where these interactions occurred and the ’repertoire of contention’ involving

symbolic, discursive, and physical actions have influenced the trajectory of the protest

movement.

The theory of ”digital repression” further nuances this perspective. Digital repres-

sion, as defined by scholars such as Anita Gohdes, involves the use of digital technology

by states to control, surveil, and suppress dissent. Internet blocking during the protests

can be construed as a form of digital repression, with the state using its control over digi-

tal infrastructure to manage the protest movement. Such state actions can have a chilling

effect on free speech, disrupt organizational capabilities of protestors, and affect infor-

mation dissemination, thereby influencing the dynamics of the protest movement. The

”spiral of silence” theory, developed by Elisabeth Noelle-Neumann, offers insights into

how these internet shutdowns might impact public opinion. This theory posits that indi-

viduals are less likely to voice dissenting opinions if they believe they are in the minority
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for fear of isolation or reprisal. Internet shutdowns can potentially amplify this effect by

creating information vacuums, thereby suppressing the diversity of voices and opinions.

Conversely, the theory of ”liberation technology,” championed by scholars like Larry

Diamond, suggests that digital technology can empower citizens, facilitate collective ac-

tion, and challenge authoritarian tendencies. The use of digital tools by the Farmer

Protests, such as social media for coordination and international advocacy, reflects this

emancipatory potential of technology. Understanding how the protests navigated the

constraints of internet blocking can provide insights into the resilience of social move-

ments in the digital age.

The relevance of this research lies in its potential to contribute to our understanding

of these theoretical perspectives in the context of a real-world, large-scale protest move-

ment. It brings attention to the intricate interplay between social movements, state strate-

gies, digital technology, and political discourse. It underscores the significance of internet

freedom for democratic processes and the threats posed by digital repression. Further-

more, it offers insights into the resilience strategies of social movements in the face of

such digital constraints. Moreover, this research illuminates the importance of a multidis-

ciplinary approach in understanding contemporary social issues. By integrating methods

from political science, communication studies, data science, and law, it seeks to capture

the complexity of the phenomena. Therefore, this research is not only significant in its

theoretical and empirical contributions but also in its methodological innovations.

Lastly, this research has crucial policy implications. Internet shutdowns have been

a recurring strategy in various parts of the world to manage political unrest. This re-

search can offer insights into the effectiveness of such strategies, their societal impacts,

and potential alternatives. By shedding light on the lived experiences of those affected, it

can inform human rights discourse and policy debates about internet governance. In this

sense, the research extends beyond academia, potentially informing policy decisions and
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advocacy initiatives.

The Digital Vacuum and Its Effects: A Synthetic Control Study on the

Impact of Google’s Departure from China - Chapter 3

Research Question & Hypotheses

The 21st century, often dubbed the ’digital age,’ has witnessed an unprecedented prolif-

eration of internet usage. Alongside the myriad opportunities this digital transformation

offers, it also introduces novel challenges. Foremost among them is the issue of internet

filtering and censorship, which seeks to strike a balance between ensuring a harmonious

socio-political environment and preserving fundamental human rights such as freedom

of expression and information access. China, the world’s most populous nation, and

a rapidly burgeoning digital giant, serves as an illustrative epitome of stringent inter-

net control. Often colloquially termed as the ’Great Firewall,’ China’s internet censor-

ship mechanism is a sophisticated mix of regulatory policies, technical tools, and manual

oversight. This apparatus ensures that the digital content consumed by its vast populace

aligns with the state’s socio-political narratives and objectives.

The story of Google in China is emblematic of the challenges global tech behemoths

face while navigating such controlled digital terrains. Entering the Chinese market in

2006 with a censored version of its search engine, Google grappled with the inherent

conflict between its corporate ethos of ’Don’t Be Evil’ and the mandates of Chinese in-

ternet regulators. By 2010, amid growing concerns over censorship and cyber-attacks,

Google made the monumental decision to exit mainland China. Google’s departure from

mainland China in 2010 wasn’t just a business decision; it was a watershed moment with

potential implications for the country’s digital milieu. The key question that arises is: Did
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Google’s exit leave a vacuum that was filled with even stricter control mechanisms, or did

it in some ways lead to subtle shifts in China’s internet governance paradigm?

While the immediate aftermath of Google’s departure is of interest, it’s also pivotal

to understand the longer-term reverberations. Has the exit led to an emboldened stance

on domestic tech innovations? How have Chinese netizens adapted to this reshaped dig-

ital landscape? Internet censorship, far from being static, is a dynamic and ever-evolving

entity. As technological advancements continue at breakneck speed, the tools, strategies,

and philosophies underpinning digital control similarly undergo transformations. Un-

derstanding these changes post-Google’s exit becomes crucial in grasping the trajectory

of China’s digital future. The discourse around internet freedom and censorship often os-

cillates between two extremes – total freedom and total control. However, realities often

reside in the spaces between these binaries. This exploration aims to traverse these gray

areas, presenting a layered understanding of the interplay between global tech giants and

national digital imperatives. In an era where digital realms are as consequential as phys-

ical territories, understanding the dynamics of internet filtering and censorship becomes

imperative. Through the lens of Google’s exit from China, this study endeavors to offer

a nuanced perspective on the changing contours of digital freedoms and controls in the

contemporary world.

Literature Review

The intricate relationship of global tech behemoths with unique political terrains, espe-

cially China, has been a magnet for academic inquiries. Google’s expedition, and even-

tual retreat, from China epitomizes this intricate dance between digital aspirations and

geopolitical realities. While comprehensive studies set the stage for China’s modern jour-

ney towards digitalization, others delve deep into the emergence of China’s internet and

its profound implications [Spence, 1990, Zhao, 2008].
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Research indicates a looming friction between the unifying tendencies of the inter-

net and nation-state imperatives. Some groundbreaking works prophetically signaled

the challenges companies like Google would soon face, emphasizing the undeniable link

between the digital and terrestrial geopolitical realms [Goldsmith, 2007]. Other works

delve deep into the global architecture of internet governance, painting a vivid picture

of its complexities. At the heart of this, an astute examination of China’s vast internet

governance provides insights into the digital ecosystem’s challenges and opportunities

[DeNardis, 2014, MacKinnon, 2011]. Supplementing these, scholars highlight that inter-

net governance is not merely a top-down imposition but is shaped significantly by citizen

engagements and grassroots movements [Yang, 2009].

Taking a broader economic perspective, some authors explore the challenges for-

eign tech entities encounter within the intricate Chinese market. These challenges are ex-

tended beyond just regulatory hurdles, reaching deep into the very behaviors and prefer-

ences of internet users under stringent governance [Clifford, 2021, Roberts, 2018a]. Stud-

ies indicate that post-Google’s exit, indigenous digital giants swiftly capitalized on the

digital domain, expanding and filling gaps left by their international counterparts. This

meteoric rise of domestic players and the evolving landscape post this exit paints a vivid

image of adaptability and resilience [Clark et al., 2016, Qiu, 2018].

Further inquiries have dissected the numerous dilemmas global companies face in

China’s dynamic digital realm. Research shows that these challenges often intertwine

with ethical considerations, political challenges, and market-driven strategies [Esarey and

Xiao, 2011]. Google’s exit from China, a defining moment in digital geopolitics, was ana-

lyzed from multiple lenses - from cyberattacks and surveillance concerns to deeper layers

of business strategy considerations and geopolitical alignments [Morozov, 2016].

As the digital landscape transformed post Google’s exit, scholars and researchers

turned their focus to how domestic powerhouses reshaped China’s digital ecosystem.
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Studies spotlight how these platforms not only dominated the market share but closely

aligned with Beijing’s visions [Su and Flew, 2021]. The adaptability of Chinese netizens

also took center stage in scholarly explorations, highlighting the continuous, dynamic

adjustments and strategies to navigate the ever-evolving digital restrictions [Yang, 2009].

Lastly, on a more international spectrum, research suggests that China’s approach to

internet governance might be offering an alternative to Western-centric ideals. As China’s

digital footprint grows, so does its influence on global norms, signaling potential shifts in

future cyber standards and practices [Creemers, 2017]. In summary, the study of internet

censorship, especially concerning China, remains a vibrant field, offering a blend of past

insights and emerging trends, calling for continuous scholarly attention.

Research Methods

The decision by Google in 2010 to withdraw its services from China presents an excep-

tional case to explore the dynamics of internet censorship, considering the significant

roles both Google and China play in the global digital landscape. Our study employs

the Synthetic Control Method (SCM) to evaluate the impact of this event. SCM is par-

ticularly suited for cases where randomized control trials are impractical or impossible.

In this context, the ’treatment’ is defined as Google’s exit from the Chinese market in

2010. The outcome of interest is the level of internet censorship in China, which can be

quantitatively assessed. We represent this through various metrics such as the number

of censored websites, the extent of keyword filtering, and the intensity of online surveil-

lance. Formally, this can be expressed as Yit, where i denotes the country (China in our

case) and t signifies the time period. The core of SCM is the construction of a ’synthetic

China’ - a weighted aggregate of other countries that approximates China’s pre-treatment

characteristics. This is mathematically represented as:
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Synthetic Chinat =
J

ÿ

j=1

wjXjt (3)

Here, wj are the weights assigned to each country in the donor pool, and Xjt rep-

resents their respective characteristics. The donor pool includes countries with similar

internet usage and policy environments prior to 2010. The selection of these countries is

based on a range of factors, including but not limited to GDP growth, internet penetration

rates, literacy levels, and political regime types. The assignment of weights to the donor

countries in the SCM aims to minimize the pre-treatment differences between the actual

and synthetic controls. This is formulated as an optimization problem:

min
w

T0
ÿ

t=1

}YChina,t ´ Synthetic Chinat}
2 (4)

Here, T0 denotes the year prior to Google’s exit (2009), ensuring the pre-treatment

period is accurately captured. Post-treatment, we assess the impact of Google’s exit by

examining the divergence between China’s actual internet censorship trajectory and that

of the synthetic control:

∆Ypost´treatment = YChina,post´treatment ´ Synthetic Chinapost´treatment (5)

This difference quantifies the effect of Google’s exit on China’s internet censorship

practices.

To validate our findings, we conduct a series of robustness checks. This includes

placebo tests, where each country in the donor pool is alternatively treated as having

experienced a ’Google exit’. The variations in these placebo scenarios compared to the

actual deviation observed in China help affirm the significance of our results. While SCM
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is a powerful tool, it is not without limitations. The most notable is the assumption of

parallel trends – the belief that, absent the treatment, the treated unit’s outcome would

have paralleled the control’s trajectory. Additionally, while SCM helps control for observ-

able confounders, unobserved variables could still introduce bias. To mitigate this, we

integrate supplementary data sources such as the World Bank’s economic metrics, ITU’s

internet penetration rates, and political regime data from the V-Dem dataset.

In sum, the Synthetic Control Method provides a structured, quantitative frame-

work to investigate the ramifications of Google’s exit on internet censorship within China.

By merging quantitative methodologies with the intricate narratives of China’s digital

ecosystem, this approach seeks to deliver a nuanced and comprehensive understanding

of the issue.

Limitations

In examining the impact of Google’s exit from China and its subsequent effect on internet

censorship, my research confronts several limitations and methodological complexities.

These challenges are inherent to the subject matter and the approach chosen for the study,

and recognizing them is essential for a nuanced interpretation of the findings.

A significant hurdle in this analysis is the reliability and interpretation of data per-

taining to China’s internet censorship and digital policy landscape. The intricate and

somewhat opaque nature of China’s digital governance complicates the task of obtain-

ing accurate and comprehensive data. This difficulty is not unique to my study but is a

common obstacle in scholarly work focused on Chinese digital policies and their global

implications. Another limitation of the study is its approach to China as a monolithic

unit, ignoring the potential for varied impacts of digital governance policies across its

diverse regions. Given China’s extensive geographic and socio-economic diversity, the
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effects of Google’s withdrawal could differ significantly from one province to another.

Future research could benefit from a more detailed approach, examining the impacts at a

provincial or city level to better capture the range of effects within China.

The feasibility of creating a ’synthetic China’ for comparative analysis poses a cen-

tral methodological challenge. China’s unique characteristics, including its size, political

system, and economic structure, make it difficult to find comparable units for analysis.

However, the synthetic control method’s primary objective is to find parallels with other

regions or countries, where feasible. Despite the uniqueness of each analysis unit, this ap-

proach provides a systematic and transparent means of comparison, more effective than

single-country comparisons. Additionally, my study considers the broader, potentially

unintended consequences of strict internet control policies. While the focus is on the im-

pact of Google’s exit, it is crucial to recognize the wider social and psychological effects

of such policies. These include shifts in user behavior, transformations in the domes-

tic digital market, and long-term cultural impacts. Future research should explore these

broader implications, both within China and in other countries considering similar digital

strategies.

Discussion

The interplay between global tech giants and national sovereignty in the digital domain

presents profound theoretical implications. At the heart of this discourse lies the tension

between the globalized ambition of tech conglomerates and the prerogative of nation-

states to maintain their sovereignty, cultural identity, and political authority. Scholars

often leverage the concept of ’digital sovereignty’ to frame this dynamic. This refers to

a nation-state’s authority and control over its digital infrastructure, data, and the digital

activities of its citizenry. The exit of Google, a symbol of the global open web, from China,

which practices rigorous internet censorship, embodies a paradigmatic case of a clash
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between corporate digital internationalism and state digital sovereignty.

Furthermore, the theoretical domain of ’information control’ is central to this anal-

ysis. China’s pursuit of a ’cyber sovereignty’ model is not merely about limiting access

to particular content but is an instrumental part of its broader strategy to shape pub-

lic opinion, maintain political stability, and secure regime legitimacy. This underscores

a significant shift from traditional notions of censorship as merely ’blocking’ to a more

dynamic, responsive, and participatory model of information control.

The Google-China episode serves as a precursor to what might be an emerging

trend: global tech firms navigating the intricate waters of international diplomacy. Poli-

cymakers need to be attuned to the fact that global tech giants, given their vast user bases

and economic clout, can influence and be influenced by geopolitical tensions. This ne-

cessitates a fresh perspective on international relations, one that includes these non-state

actors in diplomatic considerations. As nations delineate their cyber boundaries, digi-

tal trade implications come to the fore. Countries advocating for free and open internet

might face trade barriers in nations with strict digital control regimes. Policymakers need

to ponder upon how to navigate these challenges without undermining national interests

or global digital commerce.

The very essence of internet censorship brushes against the principles of freedom

of expression and access to information, both enshrined in the Universal Declaration of

Human Rights. Policymakers globally need to reconcile the challenges posed by digital

sovereignty models with internationally accepted human rights norms. Google’s exit un-

derscores concerns about data localization, protection, and privacy. As nations grapple

with the dual challenges of protecting citizen data and ensuring digital growth, crafting

nuanced data policies that are both robust and flexible becomes paramount.

While Google’s exit paved the way for domestic tech firms in China to flourish, it
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also raised questions about the potential stifling of innovation in a walled internet ecosys-

tem. Policymakers need to strike a balance between nurturing local digital enterprises

and ensuring they’re exposed to global competition and ideas. As tech diplomacy takes

center stage, there’s a growing need for multilateral institutions to step in, framing rules

and norms for the digital era. Bodies like the United Nations and World Trade Organiza-

tion need to play an active role in mediating digital disputes, fostering cooperation, and

ensuring the global internet remains a force for good.

In conclusion, the story of Google’s departure from China, beyond its economic and

technological facets, provides a window into the future of global digital governance. It

forces a reevaluation of long-held notions of sovereignty, freedom, and control in the

digital age. Understanding these dynamics is not just an academic exercise but crucial

for framing informed, forward-looking public policies in an increasingly interconnected

world.

Conclusion

The trilogy of papers embarked on a comprehensive journey, delving deep into the multi-

faceted landscape of internet control, its political underpinnings, and the resultant socio-

political dynamics that shape and are shaped by it. Together, they represent a compre-

hensive study of the digital age’s political economy, emphasizing the significance of the

digital realm in understanding broader geopolitical strategies.

The first paper, ”On the Political Economy of Internet Control: A Cross-Country

Study,” provided an intricate taxonomy of the various roles governments across the globe

have adopted concerning internet filtering. This piece effectively debunked the simplistic

notion of internet control as mere censorship, introducing readers to the nuanced, multi-

dimensional behaviors that governments exhibit in the digital realm. The establishment
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of categories like pervasive control and user empowerment regimes enriched the dis-

course, offering a nuanced lens to view varied governmental actions across the globe.

Transitioning from a broad cross-country perspective, the second paper, ”The Poli-

tics of Internet Blackouts: Investigating Digital Repression during the 2021 Farmer Protests

in India,” delves into a specific geopolitical context. By leveraging the Difference-in-

Differences analysis, this paper explores the tangible effects of internet blockades during

political protests. It underscores the strategic considerations behind such governmental

decisions and their significant impacts on public sentiment, media narratives, and inter-

national responses.

Lastly, the third installment, addressing the complex landscape of Google’s exit from

China, furnishes a detailed analysis into the aftermath and its implications on internet fil-

tering and censorship mechanisms. Leveraging the Synthetic Control Methods, this paper

not only mapped the shifts in China’s digital censorship policies but also contextualized

these changes within the larger narrative of digital geopolitics.

Together, these papers underscore a salient truth: in the age of information, control

over digital realms is not just about technological superiority but is intricately tied to po-

litical strategy, public sentiment, and global geopolitics. The trilogy, in its entirety, serves

as a testament to the interplay between the digital and the political, offering policymak-

ers, scholars, and global tech conglomerates invaluable insights into the past, present,

and potential future of internet control and its vast implications.
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